










Commander of Detectives or the Captain of Professional Standards or 
their designee in accordance with Directive 1010.10. 
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9.2. Supervisors and Professional Standards will not review audio/video for the purpose of 
general performance review, for routine preparation of performance reports or 
evaluations, or to discover unreported policy violations. 

9.3. Supervisors and Professional Standards may not randomly review audio/video 
recordings of any officer. 

9.4. Supervisors and Professional Standards may review past audio/video related to a 
specific incident in the following circumstances: 
9.4.1. When supervisors are conducting a use of force review to complete an after 

action. 
9.4.2 . When supervisors or Professional Standards are conducting a specific 

review of a call for service where a formal or informal complaint has been 
assigned or in response to an allegation of a rule violation whether or not 
it is formally assigned. Inadvertent discovery of other allegations during 
this specific review shall require the supervisor or Professional Standards 
to articulate the purpose for expanding the scope of review. 

9.5. If a supervisor observes a serious directive violation during a review of video they 
will document the violation observed and forward the memo through channels to 
the Captain of the Professional Standards Division. 

10. RECORD AFTER THE FACT AND FORENSIC RECOVERY OF VIDEO 
10.1. In the event that a significant event occurs where a camera was not activated to 

record, there· is a possibility that a record after the fact or forensic video recovery 
can be performed (This only applies to body worn camera systems that have the pre-
event recording or a buffering feature). 

10.2. Record after the fact or forensic video recovery can only be authorized by the captain 
of Professional Standards or the Commander of the Detective Division. 

10.3. The Captain of Professional Standards, the Commander of the Detective Division, 
the Body Worn Camera Program Manager or their designees are the only personnel 
authorized to attempt the record after the fact or forensic video recovery. The 
product vendor may assist if needed. 

11. RENTENTION PERIODS 
11.1. The retention period will be set by the Chief of Police, Records Manager, and City Attorney 

in accordance with current laws and court rulings. 
11.2. 180 days - All calls for service resulting in community member contact. This is to 

ensure that a video record will be maintained in case a community member wishes to 
file a complaint or compliment. 

11.3. 180 days - All calls for service that are medical in nature or where a community 
member was suffering from a mental health crisis. These videos will be tagged 
"confidential" and will be locked from viewing for all members of the bureau with the 
exception of BHU, IAD or IPR. An officer or district attorney can be issued a copy for a 
civil commitment hearing. 
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11.4 30 months- All videos that capture any use of force. 
11.5 30 months-All videos that are flagged by IAD or IPR for internal investigations. 
11.6 Video may be retained as long as necessary to defend the city when civil 

litigation has been initiated . This includes the appeals process. 
11. 7 7 years- All misdemeanor crimes. 
11.8 10 years- All felony crimes, that are not Measure 11. 
11.9 Indefinite- All measure 11 crimes. 

12. PROGRAM MANAGER 
12.1. The Body Worn Camera System Program Manager will manage the body worn camera 

program. This includes: 
12.1.1. Setting video retention periods in accordance with bureau policy, state laws, 

court rulings, advice from the City Attorney and advice from the District 
Attorney. 

12.1.2. Ensure there are enough camera systems for all designated officers. 
12.1.3. Ensure all members wearing a body worn camera are properly trained . 
12.1.4. Set video database system access levels for officers, supervisors, and 

administrative personnel at the appropriate level by job function. 
12.1.5. Maintain warranties and service contracts with vendor. 
12.1.6. Ensure members who respond to public records requests are properly trained 

to perform video and audio redaction functions. 
12.1.7. Coordinating with ITD/BTS to perform installs, software updates and to 

respond to system outages. 
12.1.8. Monitoring the system to ensure storage capacity is sufficient. 
12.1.9. Auditing the system to remove videos that are no longer needed due to case 

adjudication. This will be done with consultation of the District Attorney. 
13. TRAINING 

13.1. All members who are issued a body worn camera system must receive training. The 
training shall include the use of the equipment and the policy that governs its use, 
including current legislative law and court holdings. 

14. PUBLIC RECORDS REQUESTS 
14.1. Publ ic records requests will be handled by the records division in consultation with 

the PIO, The Public Records Manager and City Attorney. All faces wi ll be rendered 
unrecognizable prior to a public records release . 

14.2. The fees for fee for public records will be set by the Records Division Manager in accordance 
with state law. 

14.3. 
15. PUBLIC RELEASE OF VIDEO BY THE CHIEF OF POLICE 

15.1 . Nothing in this directive prohibits the Chief of Police or their designee from 
releasing redacted video to the public in the case of a critical incident where the 
public interest supports such a disclosure under ORS 192.501(38). 

15.2. The Chief or their designee will inform the bureau member(s) prior to publically 
releasing a video in which their image or voice was captured. 
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15.3. A video disclosed under this section must, prior to disclosure, be edited in a manner 
as to render the faces of all persons within the recording unidentifiable. 

16. HISTORY 
16.1.1. Established July 1, 2015 


